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**1. What Internet Safety Rules would you teach upper elementary and middle school students?**

It is best for teachers to keep an open conversation about how their students are using the internet. I would tell kids:

-Do not put much private information onto the internet and be careful who could have access to your information

-Do not give your password out to anyone

-Consider that careless postings can damage one’s reputation or integrity

-Develop a secure password and other precautions to protect your identification

-Do not respond to negative posts, e-mails, texts, etc. but save the evidence and report it to an adult.

These rules regarding the use of technology and the possibly devastating results of its misuse should be made clear.

**2. What safety procedures would you teach older students about social networking?**

I would encourage older students to set their privacy settings and monitor who they are friends with. I would also talk with students about internet content and discuss how even adults can find it difficult to post and manage their content online. I would encourage students not to put anything online they wouldn’t mind their grandmother or a potential boss to see.

**3. How would you prevent cyber-bullying in middle and high school learners?**

Cyber-bullying is bullying through the use of technologies like the internet, social networking sites, or cell phones. It can involve posting embarrassing videos or pictures or saying negative things over text or e-mail. I would let students know about the dangers of cyber-bullying and stress that no response is the best way to deal with negative interaction and then to tell an adult about the incident. Again I would be sure that the students knew what potential harm their own words could have on someone else and be clear that having these words present to all on the internet is entirely inappropriate.

**4. What would you teach older students about sexting?**

Sexting is the illegal sending of nude pictures over a phone (or other technological device). I would remind students of the negative legal and emotional consequences (as well as academic and work related) that can come as a result of sexting. I would suggest it is not a good idea to put any incriminating images onto a phone and be as open as possible for a student to come to me if they have received nude pictures on their phone. Students receiving a nude picture should not forward to picture to anyone but show it to an adult as soon as possible.

**5. What would you teach middle and high school students about cyber security?**

I would encourage students to stay up to date with their virus software as well as be careful to never enter identification or valuable information onto sites that are not trusted. I would be clear that it is never ok to give your name, phone number, address or any info to a stranger or website that you do not know or trust. Establishing limits for how long a student can be online is helpful as well as keeping the computer in a high traffic area. Keeping privacy controls up and alerting adults or parents to any strange websites is a good idea.